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1 INTRODUCTION
Internet connectivity is changing [8, 11]: Autonomous Sys-
tems (ASes) can now reach hundreds of networks directly
through Internet eXchange Points (IXPs) [1], while reduc-
ing latency, and improving traffic delivery performance and
competitiveness [2]. Despite these benefits, any pair of ASes
needs first to agree on exchanging traffic. Establishing inter-
connections is mostly a manual and lengthy process that is
heavily influenced by personal relationships and brand im-
age. As a result, ASes miss interconnection opportunities and
prefer long-term agreements, at the expense of a potential
mismatch between actual delivery performance and current
Internet traffic dynamics. We posit that IXPs have a large
unexplored potential to improve wide-area traffic delivery
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performance as they offer a rich path diversity that could be
leveraged to enable responsiveness to traffic dynamics (e.g.,
traffic surges [3, 4, 16, 19], link failures [12]). Facilitating
interconnection via IXPs poses two major challenges: (i) How
to quickly negotiate an agreement? (ii) How to decide which
networks can be trusted to route traffic? To address these chal-
lenges, we propose Dynam-IX. Differently from previous aca-
demic work [5, 20, 21] and industry initiatives [9, 13, 17, 18],
our approach addresses both aspects while keeping the pri-
vacy of the interconnection policies, which is a concern for
most network operators [7].

2 DYNAM-IX
Our goal is to improve wide-area traffic delivery performance
by empowering operators to exploit the rich interconnection
opportunities at IXPs quickly. To facilitate adoption, we de-
sign our approach to complement the existing practices, lead-
ing us to the following high-level requirements: expressive
interface: an operator should be able to specify its interconnec-
tion policies, including the traditional interconnection mod-
els as well as future ones; confidentiality: no information
considered private about an interconnection agreement (e.g.,
interconnection policies) should be leaked to unauthorized
parties as operators are reluctant to sharing interconnection
policy-related information with third parties [6]; mechanism
to build trust: network operators should be able to identify
partners deemed reliable systematically.

To achieve such requirements, we design Dynam-IX in
a decentralized manner with four main components: (i) a
protocol to automate the interconnection process; (ii) a le-
gal framework to digitally handle contracts; (iii) an intent
abstraction to specify interconnection policies; and (iv) a
tamper-proof distributed ledger to enable ASes to build trust
cooperatively. A potential design would be to rely on the IXP
to offer a service to automate the interconnection process.
To preserve confidential information, the service could be
engineered to guarantee strong security properties (e.g., using
secure multi-party computations [15] or trusted execution en-
vironments [10]). However, this raises the complexity of the

https://doi.org/10.1145/3234200.3234218
https://doi.org/10.1145/3234200.3234218


SIGCOMM Posters and Demos ’18, August 20–25, 2018, Budapest, Hungary P. Marcos, M. Chiesa et al.

solution and incurs processing overheads. Instead, Dynam-IX
achieves confidentiality by keeping all private information
locally stored on the ASes. The ledger is distributed to prevent
IXPs from influencing the interconnection decisions of their
members. Figure 1(a) depicts an overview of Dynam-IX.
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Figure 1: Dynam-IX overview and performance results.
Protocol. We define a protocol that resembles the current
method for establishing interconnection agreements and works
as follows. First, an AS willing to form an interconnection
agreement queries the ledger to identify providers that may of-
fer connectivity to the intended destination (i.e., the IP prefix).
Then, the AS submits a request to each provider for inter-
connection proposals with specific desired interconnection
properties (e.g., bandwidth, latency). When a provider re-
ceives a query for an interconnection offer, it decides whether
to answer or not. The decision could be made automatically
by an algorithm based on the provider’s business policy or
be delegated to a human. Then the AS selects one of the of-
fers and sends an agreement proposal to the provider of the
selected offer. The provider verifies that the proposal corre-
sponds to a valid offer (each offer has an expiry date). Given a
legitimate offer, the provider creates a contract using the legal
framework, digitally signs it, and sends it to the customer. The
customer verifies the provider’s signature and the contract
terms. If the signature is valid and the contract terms are as
expected, the customer digitally signs the contract and sends
it to the provider. In turn, the provider verifies the customer’s
signature and, assuming it is valid, proceeds to register the in-
terconnection agreement on the ledger. The registration only
includes public information about the agreement and it will
be used to associate scores with valid agreements. Once the
data is recorded in the distributed ledger, both ASes update
their BGP configurations and start exchanging traffic. When
an interconnection agreement expires, besides tearing down
the BGP configuration, both ASes store on the ledger a score
reflecting their experience. This score information is used
as the basis to compute an overall reputation rank for each
participating AS.

Interconnection intent abstraction. We define an intent ab-
straction as the relevant technical and business information
associated with an interconnection offer. Each intent consists
of a target, i.e., the traffic destination considered within the

intent, and a set of attributes that carry information about the
interconnection offer. These are divided into four categories:
routing, Service Level Agreement (SLA), pricing, and time.

Legal framework. We mitigate the challenges regarding le-
gal procedures by adopting a Legal Framework. It involves
defining a general contract template(s) that is stored on the
ledger, and digitally signed by every AS that joins Dynam-IX.
The model contains standard clauses related to the intercon-
nection agreement and empty fields to be completed with the
specific properties and to be digitally signed by both ASes
when an interconnection agreement is established.

Ledger. We use a tamper-proof distributed ledger to store
information related to interconnection agreements to allow
ASes to decide whether or not to interconnect instead of
merely relying on personal relationships and brand recogni-
tion. When an agreement ends, each AS invokes a procedure
to provide a score about the interconnection agreement.

3 PRELIMINARY EVALUATION
We built a prototype of Dynam-IX using Hyperledger Fabric
1.0.5 [14], a permissioned blockchain, as a distributed tamper-
proof ledger. Using the prototype, we answer the question how
long does it take to establish an interconnection agreement?

We measure the time to perform a query and the time to
establish an agreement. The query time is the elapsed time
between an AS sending a query to a potential provider and
the response with an interconnection offer. The establishment
time is measured from the moment an AS sends an intercon-
nection proposal to the moment the agreement is established.
We determine the limits of Dynam-IX with a throughput test:
N ASes flood a single AS with queries and establishing inter-
connection agreements proposals. We evaluate this scenario
using up to 200 AWS EC2 instances, each hosting a single AS.
During the experiment, each instance executes the protocol
30 times at maximum rate. Figure 1(b) presents the average
response times in the number of ASes.

Even with response times in the order of a few dozens of
seconds, the average number of established agreements per
second is 2.4 (50 ASes) and 1.4 (200 ASes), meaning that an
AS can establish more than 80 interconnection agreements
within a minute. While Dynam-IX performs well even under
high loads, we observe that under more relaxed conditions it
can establish a single agreement in less than 10 seconds.

4 SUMMARY AND FUTURE WORK
Dynam-IX is a framework to improve wide-area traffic de-
livery performance by allowing operators to exploit the rich
connectivity opportunities at IXPs quickly, while achieving
privacy. As future work, we plan to investigate the impact of
Dynam-IX on storage requirements and network traffic, and
to compare its performance using different ledgers.
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